Virtually every medical and operational system is connected to today’s healthcare networks. Patient data is accessible on mobile devices. Diagnostic systems, electronic medical records and medical devices—from insulin pumps to heart monitors—must be secure and available. ForeScout achieves this by providing secure access to PCs and laptops, smartphones, medical devices and other endpoints while giving IT personnel the tools to control, automate and orchestrate network security.

Healthcare IT Challenges

• Increased number of managed and unmanaged devices on networks, many of them mobile
• Teams responsible for both enabling and securing medical devices and ensuring compliance
• Data of patients, providers and the organization must be protected from loss and cyber incidents—especially data that is subject to breach notification rules
• Confusion around what the clinical engineering team can and cannot do to their equipment and services to maintain compliance with regulatory requirements
• Devices must meet baseline requirements to maintain the integrity and confidentiality of electronic patient health information (ePHI) and other data, yet some devices cannot be patched
• Vendor-owned-and-managed systems reside on healthcare networks

The Challenge

Healthcare Is Under Attack

Healthcare organizations have found themselves at ground zero in the high-stakes cyberattack battlefront. As of June 30, 2016, 1,573 breaches affecting 159,002,174 patients were reported to the U.S. Department of Health and Human Services. Cybercriminals were especially busy in the first half of 2016. Their weapon of choice was (and still is) ransomware, a particularly heinous form of extortion that can shut down hospital operations. According to a U.S. interagency task force, “On average, there have been 4,000 daily ransomware attacks since early 2016 (a 300% increase over the 1,000 daily ransomware attacks reported in 2015)”. Here a few healthcare breach examples:

• “Hollywood Presbyterian Medical Center paid the ransom of 40 bitcoins, which is currently worth $16,664, in order to restore its computer system.” —NPR, February 2016
• “King’s Daughters’ Health, based in Madison, Ind., purposefully shut down its computer systems after discovering a user’s files were infected with ransomware.” —Healthcare IT News, April 2016
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Cyberattacks intent on stealing patient data are on the rise as well, which isn’t surprising when you consider medical records fetch up to 60 times more money than credit cards on the dark web. It is relatively easy to cancel a credit card, but changing a social security number is another matter entirely. With security breaches becoming commonplace, preemptive cybersecurity actions are required for medical devices and devices that access medical data.
Securing Health Industry Networks with ForeScout

A lack of real-time visibility is preventing many healthcare organizations from enforcing cybersecurity policies across the enterprise. A key reason for this is the fact that unmanaged devices that are not equipped with security agents come and go from the network at will and are largely undetected by periodic, point-in-time vulnerability scans. Also, without real-time visibility of devices on the network, providing appropriate levels of access is problematic because the device type, ownership and hygiene (OS and applications, patches, overall security posture, etc.) are not known. These gaps in knowledge and security policy enforcement put the entire network in jeopardy.

ForeScout provides administrators with the critical ability to see and monitor wired or wireless devices on the network—everything from conventional computers and smartphones to medical devices, printers and other Internet of Things (IoT) devices. CounterACT can assign endpoints to the appropriate network segmentation access policies across the network hierarchy, from switches to access and distribution layers. These policies can be based on device type, hygiene level and ownership.

The ForeScout Security Platform

The ForeScout security platform, which comprises ForeScout CounterACT®, ForeScout Extended Modules and the ForeScout ControlFabric® Architecture, operates within legacy, new and highly technical network infrastructure without reengineering the established network or disrupting services.

ForeScout CounterACT provides real-time network visibility of managed and unmanaged endpoints as well as non-traditional devices that are commonly found on healthcare networks, such as laboratory instruments, heart monitors, infusion pumps, X-ray systems and clinicians’ handheld devices. CounterACT increases control through security segmentation of the network, and provides policy-based remediation of endpoints. In addition, it provides extensive interoperability with network infrastructure and allows orchestration and workflow automation among leading security tools to automate and accelerate system-wide response.

Here’s how:

See. CounterACT detects devices the instant they connect to the network without requiring agents. It profiles and classifies devices, users, applications and operating systems within administrative and medical information systems. It even identifies, classifies and monitors vendor-owned medical equipment and other devices, ports and connections that reside on healthcare networks.

Without visibility into what is on your network, it’s impossible to ensure compliance. Since CounterACT’s custom policy engine makes it possible to discover networked devices based on known characteristics, it can automatically identify thousands of medical devices from leading manufacturers (see sample device list below). This saves healthcare IT teams valuable time by providing accurate, real-time inventories of networked medical devices to assist in compliance with FDA and HIPAA requirements. And, thanks to CounterACT’s agentless visibility and classification capabilities, it can assign devices and users to appropriate network security segments and prevent unauthorized access to areas of the network where they don’t belong.
Control. Once each device on your network is revealed and its purpose is understood, CounterACT lets you choose from a broad range of host and network controls. You can restrict access of non-compliant devices or quarantine a device based upon anomalous behavior and notify its owner of a security concern. Should an employee- or contractor-owned system or mobile device be missing security updates or not have up-to-date antivirus software, the device can be isolated to a secure self-remediation portal and not re-admitted to the network until the user has been informed and taken steps to fix the problem. For corporate-owned devices, CounterACT can automatically perform remediation. It can also enforce guest access agreements and inform staff of equipment-use policies prior to granting access.

In addition, CounterACT lets you segment specific medical device types using VLAN or ACL assignments. Imaging systems, for example, can be placed on an imaging VLAN where only authorized users can access them. And, when imaging devices are separated from other traffic, they can maintain the necessary throughput to transfer large images rather than competing with VoIP phones or large dataset transfers. Moreover, a hospital’s video surveillance systems, HVAC systems and other IoT devices can be securely segmented, greatly minimizing exposure in the event that a device is compromised by not allowing network penetration beyond those segments. Likewise, visitors can be given internet access through a guest VLAN, and lobby kiosks can be placed on secure segments that cannot touch operational healthcare systems or sensitive patient information.

Orchestrate. ForeScout extends CounterACT’s agentless visibility and control capabilities to leading network, security, mobility and IT management products via ForeScout Extended Modules.

For example, integration between CounterACT and advanced threat detection solutions can automatically isolate an infected system to a secure VLAN or instantly drop the system’s port, preventing it from spreading malware or communicating with command and control servers to exfiltrate data or propagate ransomware across the network.

Security information and event management (SIEM) systems can detect anomalous behavior by a device or user and automatically launch policy-based enforcement or remediation actions with CounterACT. For example, if a point-of-care handheld device begins navigating the network and attempts to access an accounting system, automated polices can isolate the system and text security personnel about the issue, including the exact location of the device. Or, if a surveillance camera or barcode scanner in the pharmacy begins broadcasting unusually heavy traffic in the middle of the night, CounterACT can isolate the system and inform IT staff.

This unique ability to orchestrate multivendor security allows you to:

- Share context and control intelligence among systems to enforce unified network security policy
- Reduce vulnerability windows by automating system-wide threat response
- Obtain a higher return on investment from your existing security tools and save time due to enhanced workflow automation

ForeScout CounterACT’s agentless approach was key, as was its ability to give us full visibility into all devices, including medical devices connected to or attempting to connect to our network.”

— Michael Pinch, Chief Information Security Officer, University of Rochester Medical Center
**Discover and classify IoT medical devices**

The custom policy engine of CounterACT makes it possible to discover networked devices based on known characteristics. In addition, CounterACT device classification policies can automatically identify thousands of medical devices from leading manufacturers. New device classifications are continually being added, saving healthcare IT teams valuable time by providing accurate, real-time inventories of networked medical devices to assist in compliance with FDA and HIPAA requirements.

In addition to device discovery and classification, CounterACT can also detect and block unauthorized USB memory sticks and other peripheral devices. This is an important security consideration given that many medical devices have USB ports allowing administrators to perform manual firmware updates. Following is a sample list of medical devices that CounterACT can automatically detect and classify.

---

1. X-ray device connects to the network.
2. CounterACT discovers the device, determines device type and ownership.
3. CounterACT places X-ray device on the imaging network segment.
4. Third-party SIEM alerts CounterACT of anomalous behavior of mobile device.
5. Based on policy, CounterACT can restrict mobile device network access for further analysis.

**Figure 1:** How ForeScout provides visibility and enforces control on healthcare networks.
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Figure 2: CounterACT quickly and accurately discovers and inventories thousands of medical devices, streamlining policy-based monitoring and enforcement of patient care endpoints.