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aim to increase visibility into control system 
cyber assets and configurations 

According to the SANS 2019 State of OT/ICS Cybersecurity Survey, these are the top initiatives that 
respondents’ organizations are prioritizing and budgeting for to increase OT network security.

will invest in general cybersecurity awareness 
programs for employees including IT, OT and 
hybrid IT/OT personnel 

plan to perform security assessment or audit of 
control systems and control system networks

want cybersecurity education and training for 
IT, OT and hybrid IT/OT personnel 

intend to implement anomaly and intrusion 
detection tools on control system networks

will be bridging IT and OT initiatives

For insight into the complete data set and recommendations for the challenges faced by OT 
cybersecurity stakeholders, download the research paper.  
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Business Initiatives for 2019 to 
Increase OT Network Security

*All data from the 2019 SANS State of OT/ICS Cybersecurity Survey: 
https://www.forescout.com/platform/operational-technology/2019-SANS-state-of-OT-ICS-cybersecurity-survey/
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