
TOP 10 
According to the SANS 2019 State of OT/ICS Cybersecurity Survey, these are the top 10 regulations, 
standards and frameworks organizations are using to secure their OT networks. 

For insight into the complete data set and recommendations for the challenges faced by OT cybersecurity 
stakeholders, download the 2019 SANS State of OT/ICS Cybersecurity Survey.
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Regulations, Standards 
and Frameworks of 2019 

*All data from the 2019 SANS State of OT/ICS Cybersecurity Survey: 
https://www.forescout.com/platform/operational-technology/2019-SANS-state-of-OT-ICS-cybersecurity-survey/
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NIST CSF (Cybersecurity Framework) 

ISO 27000 series 

NIST 800-53

NIST 800-82

ISA/IEC 62443

CIS Critical Security Controls

NERC CIP

GDPR

C2M2 (Cybersecurity Capability Maturity Model)

NIS Directive (EU)
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