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Webinar Tackles Key Healthcare Network Access and Compliance Challenges  
 

 Security experts include network security engineer for Miami Children's Hospital and 

 leading healthcare CSO 
 

CAMPBELL, Calif. – Feb. 12, 2014 – Today’s healthcare providers face more pressure than ever from 

federal and state regulations to secure sensitive patient data and protect network resources. Furthermore, 

there is an exponential increase in the number of doctors, nurses, consultants, patients and visitors 

requesting network access for mobile devices. Faced with these challenges, how does IT provide secure 

access while maintaining sensitive information, optimizing resources and complying with industry 

regulations such as HIPAA? 

 

The “Overcoming Network Security & Compliance Challenges Impacting Healthcare Enterprises” 

webinar seeks to examine those challenges and introduce solutions that can help healthcare IT 

departments meet their goals.  

 

The program includes Larry Allen, certified healthcare CSO, and Matt Bohall, senior network security 

engineer for Miami Children’s Hospital, along with additional security experts. The presenters will 

explore the following issues:  

 Growing demand among mobile and medical devices for network access  

 Expanding regulatory compliance requirements  

 Network infrastructure demands 

 Control of managed and unmanaged devices 

 

This free webinar will be offered on Thursday, Feb. 20 at 12:30 p.m. (PST) and Tuesday, March 4 at 

10:30 a.m. (PST). Register at http://bit.ly/1dG2g2I. 

 

Healthcare institutions deploy ForeScout CounterACT™ to provide automated network access control, 

endpoint compliance, mobile device security and threat control, enabling innovative patient care without 

compromising security. CounterACT can help fortify numerous technical controls required for health IT 

compliance such as HITECH, HIPAA and OSHA. For more information on how ForeScout helps 

healthcare organizations, visit http://www.forescout.com/solutions/healthcare/ 

 

Relevant Links 
ForeScout Blog 

ForeScout Facebook 

ForeScout Twitter 

 

Tweet this: Overcoming Healthcare Network Security & Compliance Challenges #healthIT 

http://bit.ly/1bThMfi 

 

About ForeScout Technologies, Inc. 
ForeScout delivers pervasive network security by allowing organizations to continuously monitor and 

mitigate security exposures and cyberattacks. The company’s CounterACT platform dynamically 

identifies and assesses all network users, endpoints and applications to provide complete visibility, 

intelligence and policy-based mitigation of security issues. ForeScout’s open ControlFabric technology 
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allows a broad range of IT security products and management systems to share information and automate 

remediation actions. Because ForeScout’s solutions are easy to deploy, unobtrusive, flexible and scalable, 

they have been chosen by more than 1,500 enterprises and government agencies. Headquartered in 

Campbell, California, ForeScout offers its solutions through its network of authorized partners 

worldwide. Learn more at www.forescout.com.  

 
ForeScout Technologies, Inc. is a privately held Delaware corporation. ForeScout, the ForeScout logo and CounterACT™ are 

trademarks of ForeScout. Other names mentioned may be trademarks of their respective owners. 
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