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ForeScout Sponsors Webinar on “Mapping Next-Generation NAC to the Critical 
Security Controls” 

CAMPBELL, Calif., January 30, 2015 — ForeScout Technologies, Inc., a leading provider of continuous 

monitoring and mitigation solutions for Global 2000 enterprises and government organizations, today 

announced that James Tarala, principal consultant at Enclave Security, and Scott Gordon, chief marketing 

officer at ForeScout, will participate in a new webinar session to discuss how network access control 

(NAC) has evolved to meet a number of requirements in the areas of operational intelligence, endpoint 

compliance assessment, access control, threat protection and even incident response.  

 

The ForeScout sponsored webinar, entitled “Mapping Next-Generation NAC to the Critical Security 

Controls,” will be held on February 5, 2015 at 10am PDT. The webinar will feature new research from the 

SANS whitepaper titled “The Critical Security Controls: What’s NAC Got to Do with IT?”, and will 

examine how next-generation NAC has evolved from a straightforward admission control tool to a robust 

set of security capabilities that map to a number of the Critical Security Controls (CSC).  It provides a 

range of endpoint discovery, assessment, enforcement and remediation capabilities and other ways to 

control network access from new and unknown devices while achieving the goal of automation that is the 

philosophy behind the CSCs. Attendees will receive a complimentary copy of the whitepaper. 

 
To register for this webinar click here: https://www.sans.org/webcasts/99607 
 
Relevant Links 
ForeScout CounterACT 
ForeScout ControlFabric 
ForeScout Blog 
ForeScout Facebook 
ForeScout Twitter 
 
Tweet This: .@ForeScout sponsors Mapping Next-Generation NAC to the Critical Security Controls w/ 
@SANSInstitute:  
 
About ForeScout Technologies, Inc. 
ForeScout enables organizations to continuously monitor and mitigate security exposures and cyberattacks. The 
company’s CounterACT™ appliance dynamically identifies and evaluates network users, endpoints and 
applications to provide visibility, intelligence and policy-based mitigation of security problems. ForeScout’s 
open ControlFabric™ architecture allows a broad range of IT security products and management systems to 
share information and automate remediation actions. Because ForeScout’s solutions are easy to deploy, 
unobtrusive, extensible and scalable, they have been chosen by more than 1,800* of the world’s most secure 
enterprises and government agencies in over 62 countries. Headquartered in Campbell, California, ForeScout 
offers its solutions through its global network of authorized partners. Learn more at http://www.forescout.com. 
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